
12 December 2024 

Personal health data  

Cybersecurity vs fight against fraud 
European rules and good practices 

EUROPEAN HEALTHCARE FRAUD AND CORRUPTION NETWORK (EHFCN) 

INTERNATIONAL ASSOCIATION OF MUTUAL BENEFIT SOCIETIES (AIM)   



 

13:40 - 13:45 Zoom connection 

13:45 - 14:00 Opening of the Zoom platform & practical information  

14:00 - 14:05  Introduction 

Setting the scene & overview of AIM 

- Sibylle Reichert, AIM Executive Director  

Importance of access to data in the fight against fraud in the healthcare sector  

& overview of EHFCN  

 - Philip Tavernier, EHFCN President  

14:05 - 14:20 Overview of the existing rules 

- Juuso Jarviniemi, Policy Officer in the Cybersecurity & Digital Privacy Policy Unit (H2), 

DG CONNECT, European Commission   

14:20 - 14:35  Cybersecurity threat landscape for the health sector  

- Maria Papaphilippou, Cybersecurity Officer, European Union Agency for Cybersecurity 

(ENISA)  

14:35 - 14:50  Looking beyond one’s nose: how hospitals are dealing with cyber attacks and preparing 

for the worst case scenario  

- Sascha Marschang, Senior Advisor, European Hospital and Healthcare Federation  

(HOPE)  

14:50 - 15:05 Fraud case in the healthcare sector through access of health data - To be confirmed  

15:05 - 15:20  Coffee Break & Ask your Questions 

15:20 - 15:50 Panel Discussion  

Representatives from health insurance funds from the UK, Portugal, Germany (Björn-

Ingemar Janssen, vdek) and Norway about how they are preparing for cyber-attacks, 

which threats there are and what they expect from the European lawmakers  

15:50 - 16:00  Conclusions 

What recommendations would we like to convey to the European Commission for  

a cybersecurity act from the point of view of health insurance funds and mutuals? 

- Philip Tavernier & Loek Caubo 
 

16:00 End of the Joint Event 
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